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Nuance is adhering to current guidance regarding the RCE vulnerability in the Spring Framework. The Nuance Security 
Intelligence and Operations team promptly updated our security systems to automatically detect and block attempted 
exploitation of this vulnerability and will continue to proceed at a heightened readiness. 
 
Currently, Nuance is not aware of any impact to the security of our solutions and has not experienced any degradation in 
the availability of those solutions, as a result of the RCE vulnerability in the Spring Framework. 
 
We continue to work with our security partners and the intelligence community to keep our systems up to date with the 
latest information and protection.  
 
We remain committed to the security and privacy of customer information. Please visit the Nuance Trust Center to learn 
how we approach and manage security, privacy, and compliance. 
 
We will keep you informed, as needed.   

Sincerely, 

 

 
 

 
Leslie D. Nielsen 

Chief Information Security Officer 

Nuance Communications, Inc. 

 

 

 

https://spring.io/blog/2022/03/31/spring-framework-rce-early-announcement
https://www.nuance.com/about-us/trust-center.html

